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1. Statement of Intent 

 

From Term 1 2024, all state school students must keep their mobile phones switched off and ‘away for the day’ 
during school hours.  Wearable devices, such as smartwatches, can be worn however notifications must be 
switched off so that phone calls, messages and other notifications cannot be sent or received during school 
hours.  Students are permitted to use their phone/wearable device for tuckshop purchases – ‘Pay and away’.  

 

Exemptions will be made available for students who require access to their mobile phone or wearable device 
for health monitoring purposes.   

This may include scenarios where:  

•the mobile phone or wearable device is used as an agreed reasonable adjustment for a student with disability 
or learning difficulties 

•the mobile phone or wearable device is used by the student as an augmentative or alternative communication 
system or as an aide to access and participate in the environment e.g. navigation or object/people identification 
applications 

•the mobile phone or wearable device is used as an agreed adjustment for a student with English as an 
additional language or dialect 

•students in Years 11 and 12 are applying for Access Arrangements and Reasonable Adjustments (AARA) for 
assistive technology. 

Please speak with the school principal regarding processes for requesting an exemption. 

In some circumstances, teachers may give permission for students to use their mobile phone or wearable device 
in the classroom, for a specific and agreed educational purpose. In this instance, teachers will ensure that 
students only use the phone for the agreed purpose, then at the conclusion of the activity, switch it off and put 
it away again. 

Breaches to the Mobile Phone policy by students will see their phone confiscated and they will be asked to take 
to the office to be collected at the end of the day.  If a student has their phone confiscated 3 times, their 
parent/guardian will be asked to collect from the school. 

2. Appropriate use of social media 

The internet, mobile phones and social media provide wonderful opportunities for students to 
network and socialise online. While these technologies provide positive platforms for sharing ideas, 
they also have the potential to cause pain and suffering to individuals, groups or even whole 
communities.   

 

It’s important to remember that sometimes negative comments posted about the school community 
have a greater impact than expected. This guide offers some information about how to use social 
media in relation to comments or posts about the school community. Reputations of students, 
teachers, schools, principals and even parents can be permanently damaged — and in some 
cases, serious instances of inappropriate online behaviour are dealt with by police and the court 
system. 
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Being aware of a few simple strategies can help keep the use of social media positive and 
constructive: 

• Before you post something online, ask yourself if the community or individual really 
need to know. Is it relevant, positive and helpful? 

• Remember that what you post online is a direct reflection of who you are. People 
will potentially form lasting opinions of you based on what you post online. 

• Be a good role model. If things get heated online consider logging out and taking a 
few moments to relax and think. Hasty, emotive responses could inflame situations 
unnecessarily. 

• Be mindful when commenting, try to keep general and avoid posting anything that 
could identify individuals. 

• A few years ago, parents may have discussed concerns or issues with their friends 
at the school gate. Today with the use of social media, online discussions between 
you and your close friends can very quickly be shared with a much wider audience, 
potentially far larger than intended. 

• Taking a few moments to think about the content you are about to post could save 
upset, embarrassment, and possible legal action. 

• As a parent you have a role in supervising and regulating your child’s online 
activities at home and its impact on the reputation and privacy of others. Parents are 
their child’s first teachers — so they will learn online behaviours from you. 

 

Is it appropriate to comment or post about schools, staff or students? 

 

Parental and community feedback is important for schools and the department. If you have a 
compliment, complaint or enquiry about an issue at school, the best approach is to speak directly 
to the school about the matter, rather than discussing it in a public forum. 

 

While many schools use social media to update parents of school notices, the department prefers 
that parents contact schools directly with a compliment, complaint or enquiry due to privacy 
considerations. Imagine if your doctor, accountant or banking institution tried to contact you to 
discuss important matters via Facebook. 

 

If you have raised an issue with a school or know that another person has, consider refraining from 
discussing those details on social media, particularly the names of anyone involved. 

 

Keep comments calm and polite, just as you would over the telephone or by email. If you 
encounter negative or derogatory content online which involves the school, hinders a child’s 
learning and/or affects the school community at large, contact the school principal. 
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Possible civil or criminal ramifications of online commentary 

 

 

 

A serious instance of inappropriate online behaviour may constitute a criminal offence and become 
a police matter. For example, online content may substantiate the offence of ‘using a carriage 
service to menace, harass or cause offence’ (Criminal Code Act 1995 (Cwth) s. 474.17). School 
staff may contact their union or obtain personal legal advice if they feel that online content 
seriously impacts their reputation. Defamatory online content may give rise to litigation under the 
Defamation Act 2005 (Qld). 

 

What about other people’s privacy? 

 

If you upload photos of your children, be mindful of who might be in the background. You might be 
happy to share your child’s successes with your friends and family via social media, but some 
parents are not. If you are tagging or naming students, consider that other parents may not want 
their child’s name attached to images online. 

 

What if I encounter problem content? 

 

Taking the following steps may help resolve the issue in a constructive way: 

• refrain from responding 

• take a screen capture or print a copy of the concerning online content 

• if you consider problem content to be explicit, pornographic or exploitative of minors, 
you should keep a record of the URL of the page containing that content but NOT 
print or share it. The URL can be provided to the school principal, or police, as 
needed for escalation of serious concerns 

• block the offending user report the content to the social media provider. 

 

 


